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Abstract of the contribution: This paper provides a conclusion for key issues IMS#1, IMS#2, IMS#3 on IMS support for RLOS.
Discussion
There are currently 4 solutions dealing with key issues IMS#1, IMS#2, and IMS#3; solution 3, solution 5, solution 7, and solution 10.
Solution 10 is based on skipping IMS registration in its entirety. Solution 10 was based on the analogy with UEs in limited service initiating emergency calls and where IMS emergency registration can be skipped since these UEs don’t have credentials, and/or cant be authenticated. This is not the case for an operator owning the user and who roamed in a restricted area, and as such these regulations don’t apply in this case. Furthermore, under these regulations, if applicable, it is expected that "anonymous user" will be included in the RLOS session initiation request like emergency calls. Hence there is no way to charge a user.
[Proposal-1] Solution 10 is excluded for any further consideration.
Solution 3 is based on reusing the emergency registration and emergency session initiation procedures deployed in S8HR model for UEs requesting RLOS. The only difference being that the IMS registration procedure includes an additional indication to identify the Registration for RLOS. No RLOS indications are included in the RLOS session (in SIP INVITE).
[Observation-1] Solution 3 procedure does not apply to operator whose users can be authenticated using existing IMS procedures. Solutions 3 applies only to manual roamers that can’t be authenticated. Furthermore, the S8HR solution was built on the assumption that access authentication is being performed, which is not the case for manual roamers attaching for RLOS, and where access authentication is skipped. Hence the applicability of the S8HR solution to RLOS is incorrect given that the assumptions are different for both scenarios.
[Proposal-2] Solution 3 is excluded as a solution for UEs attaching for RLOS and where access authentication is skipped.
Solutions 5 and 7 have similarities and differences. The analysis will examine the two main uses cases separately:

IMS Unauthenticated UEs;

IMS Registration: The two solutions are mostly aligned when it comes to IMS registration. Regular IMS registration is performed and IMS authentication is skipped. An RLOS indication is included in the IMS registration. There are more details in solution 7 regarding how a S-CSCF is chosen in this case, and the fact that a default profile is allocated to the UE. One of the differences between both solutions is that solution 5 have additional checks which can optionally be performed, such as validating that the RLOS related PDN was used for the IMS registration.
 [Proposal-3] Adopt solution 7 for IMS registration for unauthenticated UEs as the base solution. Include the additional checks from solution 5 as optional features that can be supported. 
IMS RLOS Sessions: There are differences between the 2 solutions when it comes to initiating RLOS IMS sessions. Solution 7 requires an indication in an IMS RLOS session. This ensures that RLOS related CDRs are identifiable and ensures that operator IMS RLOS sessions related policies, if configured, can be applied. There are essentially more details in solution 7.

[Proposal-4] Adopt solution 7 for IMS RLOS sessions for unauthenticated UEs since it encompasses all elements in solution 5 and includes additional features for flexibility.
IMS Authenticated UEs:
IMS Registration: The two solutions are mostly aligned when it comes to IMS registration. Regular IMS registration and authentication is performed. An RLOS indication is included in the IMS registration. One of the differences between the 2 solutions is that solution 7 treats RLOS as just an additional capability that can be supported by some S-CSCFs and that the I-CSCF can then select the appropriate S-CSCF for a UE registering for RLOS. Solution 5 does not address this aspect and indeed is a gap in solution 5
[Proposal-5] Adopt solution 7 for IMS registration for authenticated UEs.
IMS RLOS Sessions: There are differences when it comes to initiating RLOS IMS sessions. Solution 7 requires an indication in an IMS RLOS. This enables bypassing originating services, ensuring that RLOS related CDRs are identifiable, and IMS RLOS sessions related policies, if configured, can be applied. Solution 5 does not address these aspects and indeed is a gap in solution 5.

[Proposal-6] Adopt solution 7 for IMS RLOS sessions for authenticated UEs

Proposal

It is proposed to update TS 23.715 and capture this in the conclusion 
FIRST CHANGE 
7.7
Solution #7 to key issues #IMS-1, #IMS-2, and #IMS-3: IMS support for RLOS users 

7.7.1
Functional Description

Three scenarios are addressed in this solution from an IMS network point of view:

-
In the first scenario, RLOS UEs are allowed to make VoLTE calls even if their IMS registration cannot be performed (UEs belonging to an external domain). In this case a temporary registration record will be created for the UE in the S-CSCF and P-CSCF with a default profile and tagged as "unauthenticated external subscriber". The temporary record is kept for a period determined by local policies.
-
In the second scenario, RLOS UEs are allowed to make VoLTE calls even if their IMS registration failed. This is the case for the operator own IMS subscribers who failed authentication. In this case a temporary registration record will be created for the UE in the S-CSCF and P-CSCF with a default profile and tagged as unauthenticated own subscriber. The temporary record is kept for a period determined by local policies.

-
In the third scenario, RLOS UEs are successfully authenticated (Operator own IMS subscribers) and are registered in IMS. These RLOS UEs are depicted as "authenticated IMS RLOS UEs". 
All IMS nodes performing registration are in the local operator.

Editors Note: The usage of P-Asserted-Identity will be included in the normative phase
Editors Note: Whether P-CSCF or S-CSCF initiates 420 for GIBA is to be confirmed


To address the above scenarios, a UE desiring access to RLOS must perform regular IMS registration with the P-CSCF and must include a feature tag to indicate its request for RLOS. 
For scenario 1 (subscribers belonging to external domain) : If the P-CSCF realizes that the UE is not its own subscriber based on the registering IMS identity, it selects a S-CSCF supporting RLOS configured in it and forwards the SIP Registration to the S- CSCF. The S-CSCF knowing that the registering UE is not its own subscriber sends back to the UE a 420 if the S-CSCF supports GIBA or 403 (forbidden) if it does not support GIBA.
If the UE receives 403, it can still initiate an RLOS IMS session, and shall include an RLOS indication in the IMS session.

If the UE receives 420 and supports GIBA, it sends back a new SIP Register request to which the S-CSCF responds with a 200 OK. The UE can subsequently initiate an RLOS IMS session and shall include an "RLOS indication" in the IMS session. The UE can refresh the registration based on the received timer from S-CSCF following normal IMS re-registration procedures.
If the UE receives 420 and does not support GIBA, the UE can subsequently initiate an RLOS IMS session, and shall include an "RLOS indication" in the IMS session. 
No I-CSCF is involved for case 1.
For scenario 2 (UE own subscribers that cannot be successfully authenticated): If the P-CSCF realizes that the UE is its own subscriber based on the registering IMS identity, it performs normal IMS registration procedure, forwards the IMS registration to an I-CSCF which selects a S-CSCF that supports RLOS and forewords the registration to the selected S-CSCF. The S-CSCF challenges the UE with a 401 response. The UE sends a new SIP Register request and if the authentication fails, then the S-CSCF returns a 403 forbidden response to the UE. 

If the UE receives 403, it can still initiate an RLOS IMS session, and shall include an RLOS indication in the IMS session.

For scenario 3 (UE own subscribers that are successfully authenticated): If the P-CSCF realizes that the UE is its own subscriber based on the registering IMS identity, it performs normal IMS registration procedure, forwards the IMS registration to an I-CSCF which selects a S-CSCF that supports RLOS and forewords the registration to the selected S-CSCF. The S-CSCF challenges the UE with a 401 response. The UE sends a new SIP Register request and if the authentication is successful, then the S-CSCF returns a 200 OK to the UE, and a security association shall be established between the UE and P-CSCF.  

The UE can than initiate RLOS IMS sessions and shall include an RLOS indication in the IMS session. The S-CSCF in this case bypasses originating services.



NOTE:
P-CSCF may be, based on operator policy, be configured with different policies for all of the above 3 cases which limits set of destinations.
A P-CSCF supporting RLOS can also be used for regular IMS UEs.

The support for emergency calls is described in other solutions

7.7.2
Procedures
This will be handled during the normative phase.







7.7.3
Impact on existing entities and interfaces

The solution impacts the following nodes:

UE:

A UE desiring access to RLOS must include a feature tag at IMS registration to indicate its support to RLOS.  A UE that receives a 403 forbidden as a response to an IMS registration can still initiate an RLOS IMS session 
A UE that receives a 420 response to an IMS registration and does not support GIBA, can still initiate an RLOS IMS session. 
In all cases, the UE shall include an RLOS tag in the RLOS IMS session initiation request. 
P-CSCF:

The P-CSCF must understand the new RLOS feature tag.

The P-CSCF may be configured with the list of RLOS services to enforce originating sessions for all 3 cases discussed.


The P-CSCF must support incoming RLOS sessions for all 3 cases discussed above. 
The P-CSCF must create the temporary registration records with default profile for UEs belonging to an external domain or its own subscribers that failed authentication.
P-CSCF must be configured with a list of S-CSCF(s) that support RLOS for forwarding an incoming registration from a UE belonging to an external domain. 

The P-CSCF must insert the RLOS tag for an RLOS IMS session if the UE does not include one. 
S-CSCF:

The S-CSCF shall route an incoming RLOS to its target for UEs belonging to the 3 cases described above. For successfully authenticated UEs for the operator own subscribers, no originating services shall be permitted.  

The S-CSCF shall  include in the CDR an RLOS tag to identify RLOS sessions for all 3 cases described above.

I-CSCF:

I-CSCF must understand the new capabilities related to RLOS and allocate a S-CSCF supporting RLOS at IMS registration when the IMS Register request includes the RLOS feature tag.

HSS:

HSS must support enabling a S-CSCF to declare RLOS as supporting capability 

The Gm interface shall be enhanced to enable conveying the RLOS indicator.

Cx interface shall support new RLOS capability. 

SECOND CHANGE 
9
Conclusions

Editor's note:
This clause will capture agreed conclusions from the study.

 The following conclusion are adopted for key-Issues IMS#1, IMS#2, and IMS#3:

· To support IMS unauthenticated UE solution 7 is adopted complemented with the solution 5 optional capabilities for security checks.

· To support IMS authenticated UEs solution 7 is adopted
END OF CHANGES 
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